# ČESTNÉ PROHLÁŠENÍ O SOULADU S BEZPEČNOSTNÍ POLITIKOU A PŘÍRUČKOU KVALITY ICT Nemocnice Jihlava

Název veřejné zakázky: **„Bronchoskopy pro plicní oddělení“**

Dodavatel:        
Obchodní firma / název:

Sídlo:        
IČO:        
Zastoupen:        
(dále jen „Dodavatel“)

Prohlášení dodavatele:

1. Prohlašujeme, že jsme se seznámili s aktuálně platným zněním:

- **Příručky kvality ICT**, zveřejněné na adrese: [*www.nemji.cz/pkict*](http://www.nemji.cz/pkict)

*-* **Bezpečnostní politiky** pro externí subjekty, zveřejněné na adrese:

[*www.nemji.cz/kyberbezpecnost*](http://www.nemji.cz/kyberbezpecnost)

Zavazujeme se, že veškerý námi dodávaný hardware, software nebo jiné ICT prvky budou   
s těmito dokumenty maximálně v souladu. **V případě nesouladu je povinnou součástí nabídky samostatná sekce věnovaná podrobnému popisu jednotlivých bodů v nesouladu.**

1. Bereme na vědomí, že Nemocnice Jihlava, příspěvková organizace, je provozovatelem základní služby podle zákona č. 181/2014 Sb., o kybernetické bezpečnosti, a držitelem certifikace dle ISO/IEC 27001.
2. Prohlašujeme, že součástí nabídky je i kompletní seznam subdodavatelů (pokud jsou).
3. Prohlašujeme, že součástí tohoto prohlášení je i vyplněná tabulka **Posouzení souladu s Příručkou kvality ICT** na straně 2.
4. Bereme na vědomí, že za případné škody způsobené porušením výše uvedených povinností neseme odpovědnost dle občanského zákoníku a dalších relevantních právních předpisů.

V       dne

Podpis oprávněného zástupce dodavatele: ..............................................

(jméno, příjmení, funkce, razítko)

**TABULKA POSOUZENÍ SOULADU S PŘÍRUČKOU KVALITY ICT**

|  |  |  |
| --- | --- | --- |
| **Požadavek\*** | **Splněno\*\***  **(Ano/Ne)** | **Podrobný (ideálně technický) popis splnění požadavku nebo odkaz na nabídku, kde je uvedeno** |
| 1. Přístupová oprávnění do aplikace řízena pomocí Microsoft Active Directory/Entra ID. |  |  |
| 2. Nastavení oprávnění v aplikaci na základě členství ve skupině Microsoft AD/Entra ID. |  |  |
| 3. V rámci dodávky dojde k ukládání logů do centrálního logovacího systému SIEMLogmanager. |  |  |
| 4. Plná funkcionalita na protokolech IPv4. |  |  |
| 5. Garantovaná doba podpory dodávaného řešení s definovaným SLA je na min. 5 let. |  |  |
| 6. Možnost datového výstupu do DWH NemJi při každé dodávce nového SW/HW. |  |  |
| 7. V rámci dodávky bude realizována instalace pouze OS verze s aktuální podporou výrobce, min. s výhledem na 2 roky dopředu. |  |  |
| 8. Je umožněna Instalace Microsoft Defender ATP na všech dodávaných a podporovaných OS. |  |  |
| 9. Součástí servisní smlouvy jsou ze strany dodavatele zajištěny pravidelné updaty  a restarty dle servisního okna na vyžádání. |  |  |
| 10. Součástí servisní smlouvy je zajištěn „Report o stavu systému“ min. 4x ročně. |  |  |
| 11. Predikce datového nárůstu v horizontu  5 let. |  |  |
| 12. Vyjádření dodavatele k bodům, které jsou v nesouladu s PKICT včetně návrhu opatření. |  |  |

\* Účastník doplní informace pouze k požadavkům, které jsou pro výše uvedenou veřejnou zakázku relevantní.

\*\* Nesplnění požadavku nebude posuzováno jako nesplnění minimálních požadavků ke vztahu k ICT, nepovede tedy   
k vyloučení účastníka ze zadávacího řízení.