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**Technické a bezpečnostní požadavky pro provoz zařízení v síti zadavatele**

|  |  |
| --- | --- |
| *Zadavatel:* | **Nemocnice Nové Město na Moravě, příspěvková organizace** |
| *sídlo zadavatele:* | **Žďárská 610, 592 31 Nové Město na Moravě** |
| *zastoupený:* | **JUDr. Věrou Palečkovou** |
| *IČO:* | **00842001** |
| *název VZ:* | **Plicní ventilatory pro ARO** |
| *druh zadávacího řízení:* | **nadlimitní veřejná zakázka na dodávky zadávaná v otevřeném řízení** |
| *ev. č. VZ u zadavatele:* | **01/26/VZ** |
| *ev. č. ve VVZ:* | **Z2025-045469** |

Z důvodu určení **Nemocnice Nové Město na Moravě, p.o.** jako poskytovatele regulované služby v režimu vyšších povinností musí každé řešení, informační systém a zařízení, včetně zařízení zdravotnické techniky, **zohledňovat bezpečnostní požadavky vyplývající ze zákona č. 264/2025 Sb., o kybernetické bezpečnosti**, který nabyl účinnosti dne **1. listopadu 2025**.

Pro poskytovatele regulované služby v režimu vyšších povinností se dále uplatní **Vyhláška č. 409/2025 Sb., o bezpečnostních opatřeních poskytovatele regulované služby v režimu vyšších povinností**, účinná rovněž od **1. listopadu 2025**.

Současně musí všechna řešení splňovat požadavky Nařízení Evropského parlamentu a Rady (EU) 2016/679 (GDPR) týkající se ochrany osobních údajů, které je přímo použitelné ve všech členských státech EU.

**Níže je uveden seznam nepodkročitelných (absolutních) požadavků zadavatele pro plnění předmětu zakázky.**

|  |  |  |
| --- | --- | --- |
| Požadavek | Požadavek zadavatele | Vyplní dodavatel |
| Umístění zařízení do VLAN | Zařízení musí být umístitelné do samostatné VLAN definované přes Aruba ClearPass; musí podporovat DHCP/statickou IP a profilování. | ANO - NE |
| Ochrana před malwarem | Zařízení musí být kompatibilní s Trend Micro Apex One/XDR nebo umožnit mitigace přes Check Point IPS; firmware musí být aktuální. | ANO - NE |
| Aktualizace | Zhotovitel musí poskytovat evidenci aktualizací, advisories a podporovat mitigace přes IPS, pokud patch není dostupný. | ANO - NE |
| Administrátorské účty | Musí být podporována role-based access control, unikátní účty a logování; ideálně integrace s ClearPass TACACS+. | ANO - NE |
| Uživatelské účty | Podpora externí autentizace (RADIUS/AD). Pokud ne, musí být auditní log a rotace hesel. | ANO - NE |
| Zabezpečená komunikace | Kompatibilita s Check Point SSL Inspection, TLS 1.2+, moderní ciphersuites, možnost importu certifikátu. | ANO - NE |
| Komunikační schéma | Vybraný dodavatel podle § 104 písm. a) zákona před uzavřením smlouvy předá zadavateli seznam IP, portů, protokolů, telemetrie, potřebné rulebase pro Check Point. | ANO - NE |
| Vzdálený přístup | Povoleno pouze přes Check Point VPN s MFA, individuální účty, logování v SmartEvent a ClearPass. | ANO - NE |